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Description. 

A. As reported by TechRadar, this new exploit would be making 

use of this vulnerability in the Microsoft Office application and 
what the attackers do is to get in with the specially crafted 

Word document to be the element that gives them access to 
Windows commands. 

B. The cybercriminals are able to execute whatever lines of code 

they want without anyone stopping them. 

C. Anyone who receives this Word document and opens it will 

give hackers permission to access their computer. 

D. Microsoft, offered a method that consists of entering some 

commands in the command console acting as an administrator 

to partially solve the problem. 

E. This is a vulnerability that hackers are able to take over a 

computer in just seconds. 

F. The vulnerability they use is known as Follina and is used to 
access the Microsoft Diagnostic Tool that reports system 

status. 

G.  Anyone who receives this Word document and opens it gives 

the hackers permission to access their computer. 

 

 

Recommendations 

 Keep your device's operating system up to date. 

 Have an antivirus tool. 

 Do not open Word documents that you are not sure of their 

origin. 
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